**Survey Questions**

**Goal 1:** **Secure and Resilient Canadian Systems**

The threats we face in cyberspace are complex and rapidly evolving. Governments, businesses, organizations, and Canadians are vulnerable. With more of our economy and essential services moving online every year, the stakes could not be higher.

1. What concerns do you have related to cyber security, cybercrime, etc.? How can the Government of Canada help you to better protect yourself, your family, and your organization, if applicable?

**Goal 2: An Innovative and Adaptive Cyber Ecosystem**

Digital innovation has become the engine of economic growth. Cyber security is not only essential for protecting the sources of Canada's digital innovation — it has become a source of innovation in its own right.

**Cyber Security Awareness**

1. What initiatives are needed to help increase cyber security awareness for all, and to build good cyber security hygiene for both individuals and organizations, in order to minimize the risks of cybercrime?

**Agile and Adaptive Cyber Security Capabilities**

1. What steps should be taken to secure networks, emerging technologies, and to better protect Intellectual Property and consumer products (like Internet-of-Things and apps)?

**Cyber Skills and Talent Pipeline**

1. What can be done to increase Canada’s cyber security workforce capacity and create job-ready workers? (for example, is there a mismatch between the in-demand skills and the skills of post-secondary graduates, is there a misalignment between job descriptions and the experience of candidates, is there a need for standardized curricula and outcomes, access to work-integrated learning opportunities, and short-cycle training and upskilling for workers and graduates, etc.)

**Goal 3: Effective Leadership, Governance and Collaboration**

Advances in technology benefit our communities and our societies. They contribute to our quality of life today, and will be instrumental in meeting the challenges of tomorrow. We all have a responsibility to secure these technologies. Cyber security is a whole of society concern, which extends beyond our borders and includes our international allies and partners.

1. What is needed to strengthen collaboration and engagement on common interests between the provinces, territories, Indigenous communities and Municipal governments, regulators, private sector, academia, not-for profits, labour organizations and the Government of Canada?
2. What can the Government of Canada do to help shape the international cyber security environment in Canada's favour and advance Canada’s international cybersecurity interests?

**Demographic Questions**

1. Are you responding as an individual or someone representing an organization? Individual Organization
2. What province or territory do you live in?
   1. Alberta
   2. British Columbia
   3. Manitoba
   4. New Brunswick
   5. Newfoundland and Labrador
   6. Nova Scotia
   7. Ontario
   8. Prince Edward Island
   9. Québec
   10. Saskatchewan
   11. Northwest Territories
   12. Nunavut
   13. Yukon
   14. Outside of Canada
   15. Prefer not to say / Je préfère ne pas répondre
3. What is your gender identity?
   1. Male
   2. Female
   3. Non-binary
   4. Not Listed (fill in blank below)
   5. Prefer not to say